
Information Security Policy 

Mitsui High-tec, Inc. (hereinafter “we,” “our” or “us”) is actively seeking to establish 

information security behavior standards to ensure the confidentiality, integrity and 

availability of all information assets. 

1. We are focusing on information management as an major theme of corporate 

social responsibility, aiming to prevent behaviors which will result in the 

leakage or unauthorized use of information or a loss of trust. 

2. We shall handle information obtained through our business activities in 

compliance with laws and regulations, standards and other norms related to 

information security, and we shall work to share and use information in 

compliance and conformity therewith. 

3. We consider information assets to be part of social wealth and shall 

endeavor to manage them appropriately and protect them from threats. 

4. We shall endeavor to prevent information security incidents and, in the event 

of a security incident, shall not only take action to address the incident but 

shall also implement strict measures to prevent a recurrence. 

5. The term "information assets" used in our Information Security Policy refers 

to all information obtained by us in the course of our corporate activities or 

held by us for business purposes. 

6. We shall revise our Information Security Policy whenever there is a change 

in the social environment or a change in laws and regulations. 

 

 

 

 


